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News Bulletin 
 

Date September 25
th

, 2017 

Subject ESAs Join Committee Issues Guidelines to Prevent Terrorist Financing and Money 
Laundering in Electronic Fund Transfers 

 

On September 22
nd

, 2017, The Joint Committee of the three European Supervisory Authorities (EBA, 
EIOPA and ESMA/ESAs) published guidelines to prevent the abuse of funds transfers for terrorist 
financing and money laundering purposes.  

 

These guidelines are part of the ESAs' wider work on fostering a consistent approach to Anti-Money 
Laundering and Countering the Financing of Terrorism (AML/CFT) and promote a common understanding 
of payment service providers' obligations in this area. 

 

Transfers of funds can be abused for terrorist financing and money laundering purposes. To prevent such 
abuse, payment service providers must be able to establish who sends and receives these funds. 
European legislation, therefore, requires that specific information on payers and payees is passed on 
along the payment chain, and that payment service providers have in place policies and procedures to 
ensure that this information is complete. However, there is a risk that competent authorities and payment 
service providers across the EU do not agree on what payment service providers should do to comply 
effectively with their legal obligations, which may lead to differing regulatory standards and disrupt the 
efficient functioning of payment systems. 

 

With this in mind, these joint guidelines set clear, common regulatory expectations of payment service 
providers’ policies and procedures and pave the way for a more harmonized and effective, pan-European 
approach to AML/CFT in the funds transfer context. They also explain in practical terms what payment 
service providers should do to detect missing or incomplete information on the payer or the payee and 
what they should do when managing a transfer of funds that lacks the required information or receive 
transfers of funds from a payment service provider that repeatedly fails to provide the required information. 

 

Legal Basis 

The joint guidelines have been drafted in accordance with Article 25 of Regulation (EU) 2015/847, which 
requires the ESAs to issue guidelines to Competent Authorities and payment service providers on the 
measures the latter should take to comply with Regulation (EU) 2015/847 and in particular Articles 7, 8, 11 
and 12 of that Regulation. 

 

ESAs Join Committee: Press Release 

ESAs Join Committee: The Guidelines Document  

 

 

 

 

https://esas-joint-committee.europa.eu/Publications/Press%20Releases/PR%20on%20JC%20GLs%20to%20prevent%20terrorist%20financing%20and%20money%20laundering%20in%20electronic%20fund%20transfers%20-%20press%20release.pdf
https://esas-joint-committee.europa.eu/Publications/Guidelines/Joint%20Guidelines%20to%20prevent%20terrorist%20financing%20and%20money%20laundering%20in%20electronic%20fund%20transfers%20(JC-GL-2017-16).pdf
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If you have any questions please contact your Client Services or Relationship Manager or our Support  
Help Desk via e-mail to: sw.support@cubeiq.gr. 
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